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The Psychology of Social Engineering - Essentials Plus
Learn how cybercriminals use the 6 principles of influence for social engineering.

Laptop Security - Essentials Plus
Learn how Bluetooth and Wi-Fi can be exploited to access information on portable devices.

Languages: 44 

AI Deepfakes - Attack of the Clones
Discover how to recognise and mitigate the risks of AI voice cloning in the workplace.

The Importance of Software Updates
Learn how keeping your software updated can protect your devices and data from cyber criminals. 

QR Codes - Final Destination
Explore the risks associated with using shortened URLs and QR codes.

QR Codes - What Would You Do? (Interaction)
Can you avoid the hidden dangers of QR Codes?

Languages: 44

Essentials

Focused Titles



Healthcare – Unauthorised Access
Learn the common signs that someone doesn’t belong in a restricted area, and how you can safely approach and 
engage with these individuals.

Healthcare – BEC Supply Chain Attacks
Learn how cybercriminals use genuine email addresses in their attacks, and how we can protect ourselves against 
BEC Supply Chain attacks.

Languages: EN, EN-US, DE
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US Data Protection

CCPA - The California Consumer Privacy Act (SCORM Course)
Learn how to comply with the California Consumer Privacy Act (CCPA), as amended by the CPRA.

Languages: EN-US




